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Introduction

This introduction is not a part of IEEE Std 1362-1998, IEEE Guide for Information Technology—System Definition—Concept of Operations (ConOps) Document.

Purpose

This guide presents format and contents of a concept of operations (ConOps) document to be used when developing or modifying a software-intensive system. A software-intensive system is a system for which software is a major technical challenge and is perhaps the major factor that affects system schedule, cost, and risk. In the most general case, a software-intensive system is comprised of hardware, software, people, and manual procedures. To make this guide more readable, the term “system” will be used to mean a software-intensive system that includes elements to be developed or modified, in addition to software. The term “software system” will be used to mean a software-intensive system in which software is the only component to be developed or modified.

This guide does not specify the exact techniques to be used in developing the ConOps document, but it does provide approaches that might be used. Each organization that uses this guide should develop a set of practices and procedures to provide detailed guidance for preparing and updating ConOps documents. These detailed practices and procedures should take into account the environmental, organizational, and political factors that influence application of the guide.

The heart of the ConOps described in this guide is contained in Clauses 3 through 5.

— Clause 3 describes the existing system (manual or automated) that the user wants to replace;
— Clause 4 provides justification for a new or modified system and any restrictions on that system; and
— Clause 5 describes the proposed system.

The outlines for Clause 3 and Clause 5 are almost identical. This is not to say that the contents of the finished ConOps document will be identical. On the contrary, the contents should be very different. The outlines are the same to remind developers of the items that should be included and the actions to be taken.

Not all software projects are concerned with development of source code for a new software product. Some software projects consist of a feasibility study and definition of product requirements. Other projects terminate upon completion of product design or are only concerned with modifications to existing software products. Applicability of this guide is not limited to projects that develop operational versions of new products, nor is it limited by project size or scope. Small projects may require less formality than large projects, but all components of this guide should be addressed by every software project.

The ConOps approach provides an analysis activity and a document that bridges the gap between the user’s needs and visions and the developer’s technical specifications. In addition, the ConOps document provides the following:

— A means of describing a user’s operational needs without becoming bogged down in detailed technical issues that shall be addressed during the systems analysis activity.
— A mechanism for documenting a system’s characteristics and the user’s operational needs in a manner that can be verified by the user without requiring any technical knowledge beyond that required to perform normal job functions.
— A place for users to state their desires, visions, and expectations without requiring the provision of quantified, testable specifications. For example, the users could express their need for a “highly reliable” system, and their reasons for that need, without having to produce a testable reliability requirement. [In this case, the user’s need for “high reliability” might be stated in quantitative terms by the buyer prior to issuing a request for proposal (RFP), or it might be quantified by the developer during requirements analysis. In any case, it is the job of the buyer and/or the developer to quantify users’ needs.]
— A mechanism for users and buyer(s) to express thoughts and concerns on possible solution strategies. In some cases, design constraints dictate particular approaches. In other cases, there may be a variety of acceptable solution strategies. The ConOps document allows users and buyer(s) to record design constraints, the rationale for those constraints, and to indicate the range of acceptable solution strategies.

**Intended uses**

This guide is intended for use in a variety of situations by a variety of users including the following:

— Acquirers using ISO/IEC 12207:1995, Information technology—Software life cycle processes, will find the current guide suitable for satisfying the requirements of 5.1.1.1:

“The acquirer begins the acquisition process by describing a concept or a need to acquire, develop, or enhance a system, software product or software service.”

— Users who formerly applied MIL-STD-498, Software Development and Documentation, and related standards will find that the ConOps document described in this guide is very similar to the operational concept description (OCD) included in MIL-STD-498.


— Other users will find this guide useful in facilitating communication among the various stakeholders in a project.

**Software as part of a larger system**

Software projects are sometimes parts of larger projects. In these cases, the software ConOps document may be a separate document or it may be merged into the system level ConOps document.

**Overview**

This guide contains four clauses. Clause 1 defines the scope of this guide. Clause 2 provides references to other IEEE standards that should be followed when applying this guide. Clause 3 provides definitions of terms that are used throughout the guide. Clause 4 contains an overview and a detailed specification of the ConOps document, including required components that should be included, and optional components that may be included in project plans based on this guide.

**Responsible organization**

Ideally, the ConOps document should be written by representatives of the user community. In practice, other individuals or organizations may write the ConOps (e.g., the buyer, a third party consultant, and/or the software developer). In these cases, it is essential that user representatives be involved in reviewing, revising, and approving the ConOps document. The primary goal for a ConOps document is to capture user needs, and to express those needs in the user’s terminology.

**Audience**

This guide is intended for users and buyers of software systems, software developers, and other personnel who prepare and update operational requirements for software-intensive systems and monitor adherence to those requirements.
Evolution of plans

Developing the initial version of the ConOps document should be one of the first activities completed on a software project. As the project evolves, the nature of the work to be done and details of the work will be better understood. The ConOps document should be updated periodically to reflect the evolving situation. Thus, each version of the document should be placed under configuration control.

Terminology

This guide follows the 1996 edition of the IEEE Standards Style Manual. The terms should, may, might, and suggest are used to indicate actions that should be used to develop a good ConOps document but that are not mandatory. However, the authors of a ConOps document should consider using all aspects of this guide to insure a complete and effective document.

The ConOps document is sometimes called an operational concept document (OCD).

History


This ConOps guide originated in October 1993, as a Master of Science thesis at California State University, Sacramento, and was supported by the U.S. Office of Research and Development. It was accepted as MIL-STD-498, Data Item Description (DID), by the DoD-Std-2167A Harmonizing Working Group with few changes. MIL-STD-498-1995 became IEEE Std 1498-1995, which was redesignated J-STD-016-1995.

The IEEE Standards Board approved the project authorization request (PAR) for development of this guide in June 1993. The first draft was submitted to the Software Engineering Standards Committee (SESC) on 8 August 1995; it was returned on 1 November 1995 with a request that the guide be harmonized with certain other specified software engineering standards. The second draft was submitted to the SESC on 28 February 1996. This draft was balloted on 21 August 1996.
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IEEE Guide for Information Technology—
System Definition—Concept of Operations (ConOps) Document

1. Scope

This guide prescribes the format and contents of the concept of operations (ConOps) document. A ConOps is a user-oriented document that describes system characteristics of the to-be-delivered system from the user’s viewpoint. The ConOps document is used to communicate overall quantitative and qualitative system characteristics to the user, buyer, developer, and other organizational elements (e.g., training, facilities, staffing, and maintenance). It describes the user organization(s), mission(s), and organizational objectives from an integrated systems point of view.

This guide may be applied to all types of software-intensive systems: software-only or software/hardware/people systems. The concepts embodied in this guide could also be used for hardware-only systems, but this mode of use is not addressed herein. The size, scope, complexity, or criticality of the software product does not restrict use of this guide. This guide is applicable to systems that will be implemented in all forms of product media, including firmware, embedded systems code, programmable logic arrays, and software-in-silicon. This guide can be applied to any and all segments of a system life cycle.

This guide identifies the minimal set of elements that should appear in all ConOps documents. However, users of this guide may incorporate other elements by appending additional clauses or subclauses to their ConOps documents. In any case, the numbering scheme of the required clauses and subclauses should adhere to the format specified in this guide. Various clauses and subclauses of a ConOps document may be included by direct incorporation or by reference to other supporting documents.

2. References

This guide shall be used in conjunction with the following publications. In particular, the standards on requirements and plans should be consulted in preparing the ConOps. When the following standards are superseded by an approved revision, the revision shall apply.


¹IEEE publications are available from the Institute of Electrical and Electronics Engineers, 445 Hoes Ln., P.O. Box 1331, Piscataway, NJ 08855-1331, USA.


3. Definitions

The definitions listed here establish meanings within the context of this guide. Definitions of other terms that may be appropriate within the context of this guide can be found in IEEE Std 610.12-1990.

3.1 analysis: The process of studying a system by partitioning the system into parts (functions, components, or objects) and determining how the parts relate to each other.

3.2 buyer: (A) An individual or organization responsible for acquiring a product or service (for example, a software system) for use by themselves or other users. See also: customer. (B) The person or organization that accepts the system and pays for the project.

3.3 concept analysis: The derivation of a system concept through the application of analysis. See also: analysis.

3.4 concept of operations (ConOps) document: A user-oriented document that describes a system’s operational characteristics from the end user’s viewpoint. Synonym: operational concept description (OCD).

3.5 constraint: An externally imposed limitation on system requirements, design, or implementation or on the process used to develop or modify a system.

3.6 contract: In project management, a legally binding document agreed upon by the customer and the hardware or software developer or supplier; includes the technical, organizational, cost, and/or scheduling requirements of a project.

3.7 customer: (A) An individual or organization who specifies the requirements for and formally accepts delivery of a new or modified hardware or software product and its documentation; the customer may or may not be the ultimate user of the system. There are potentially many levels of customers, each with a different level of requirements to satisfy. The customer may be internal or external to the development organization for the project. See also: user. (B) An individual or organization who acts for the ultimate user of a new or modified hardware or software product to acquire the product and its documentation. See also: buyer.

3.8 developer: An organization that develops software products; “develops” may include new development, modification, reuse, reengineering, maintenance, or any other activity that results in software products, and includes the testing, quality assurance, configuration management, and other activities applied to these products. Synonym: supplier.
3.9 environment: The circumstances, objects, and conditions that surround a system to be built; includes technical, political, commercial, cultural, organizational, and physical influences as well as standards and policies that govern what a system must do or how it will do it.

3.10 functionality: The capabilities of the various computational, user interface, input, output, data management, and other features provided by a product.

3.11 mode: A set of related features or functional capabilities of a product, (e.g., on-line, off-line, and maintenance modes).

3.12 N^2 diagram: A system engineering or software engineering tool for tabulating, defining, analyzing, and describing functional interfaces and interactions among system components. The N^2 diagram is a matrix structure that graphically displays the bidirectional interrelationships between functions and components in a given system or structure.

3.13 operational concept description (OCD): See: concept of operations (ConOps) document.

3.14 priority: A rank order of status, activities, or tasks. Priority is particularly important when resources are limited.

3.15 problem domain: A set of similar problems that occur in an environment and lend themselves to common solutions.

3.16 request for proposal (RFP): A request for services, research, or a product prepared by a customer and delivered to prospective developers with the expectation that prospective developers will respond with their proposed cost, schedule, and development approach.

3.17 scenario: (A) A step-by-step description of a series of events that may occur concurrently or sequentially. (B) An account or synopsis of a projected course of events or actions.

3.18 software-intensive system: A system for which software is a major technical challenge and is perhaps the major factor that affects system schedule, cost, and risk. In the most general case, a software-intensive system is comprised of hardware, software, people, and manual procedures.

3.19 software life cycle: The system or product cycle initiated by a user need or a perceived customer need and terminated by discontinued use of the product. The software life cycle typically includes a concept phase, requirements phase, design phase, implementation phase, test phase, installation and checkout phase, operation and maintenance phase, and, sometimes, retirement phase. These phases may overlap in time or may occur iteratively.

3.20 software system: A software-intensive system for which software is the only component to be developed or modified. See also: software-intensive system.

3.21 solution domain: The environment in which a solution or set of solutions resides. See also: problem domain.

3.22 supplier: See: developer.

3.23 system: (A) A collection of interacting components organized to accomplish a specific function or set of functions within a specific environment. (B) A group of people, objects, and procedures constituted to achieve defined objectives of some operational role by performing specified functions. A complete system includes all of the associated equipment, facilities, material, computer programs, firmware, technical documentation, services, and personnel required for operations and support to the degree necessary for self-sufficient use in its intended environment.

3.24 traceability: The identification and documentation of derivation paths (upward) and allocation or flowdown paths (downward) of work products in the work product hierarchy. Important kinds of traceability include: to or from external sources to or from system requirements; to or from system requirements to or from lowest level requirements; to or from requirements to or from design; to or from design to or from implementation; to or from implementation to test; and to or from requirements to test.

3.25 user: (A) An individual or organization who uses a software-intensive system in their daily work activities or recreational pursuits. (B) The person (or persons) who operates or interacts directly with a software-intensive system.

3.26 user need: A user requirement for a system that a user believes would solve a problem experienced by the user.
4. Elements of a ConOps document

This clause describes each of the essential elements of a ConOps document. These elements should be ordered in the sequence of clauses and subclauses shown in Table 1. Each version of a ConOps document based on this guide should contain a title and a revision notice that uniquely identifies the document. Revision information may include the project name, version number of the document, date of release, approval signatures, a list of subclauses that have been changed in the current version of the document, and a list of version numbers and dates of release of all previous versions of the document. The approved ConOps document should be placed under configuration control.

As indicated in Table 1, the preface of a ConOps document provides information that the writer wants the reader to know prior to reading the document. The preface should include the purpose of the document, the scope of activities that resulted in its development, who wrote the document and why, the intended audience for the document, and the expected evolution of the document.

A table of contents, a list of figures, and a list of tables should be included in every ConOps document, as indicated in Figure 1.
4.1 Scope (Clause 1 of the ConOps document)

Clause 1 provides an overview of the ConOps document and the system to which it applies.
4.1.1 Identification (1.1 of the ConOps document)

This subclause contains the identifying number, title, and abbreviation (if applicable) of the system or subsystem to which this ConOps applies. If related ConOps documents for an overall system have been developed in a hierarchical or network manner, the position of this document relative to other ConOps documents should be described.

4.1.2 Document overview (1.2 of the ConOps document)

This subclause summarizes and expands on the purposes of motivations for the ConOps document. The intended audience for the document should also be mentioned. In addition, this subclause describes any security or privacy considerations associated with use of the ConOps. This subclause also outlines the remaining parts of this guide.

The purposes of a ConOps document will, in most cases, be:

— To communicate the user’s needs for and expectations of the proposed system to the buyer and/or developer; or

— To communicate the buyer’s or developer’s understanding of the users’ need and how the system shall operate to fulfill those needs.

However, a ConOps document might also serve other purposes, such as building consensus among several user groups, among several buyer organizations, and/or among several developers.

The audience of a ConOps document can be a variety of people.

— Users might read it to determine whether their needs and desires have been correctly specified by their representative or to verify the developer’s understanding of their needs.

— Buyers might read it to acquire knowledge of the user’s needs and/or developer’s understanding of those needs.

— Developers will typically use the ConOps document as a basis for system development activities, and to familiarize new team members with the problem domain and the system to which the ConOps applies.

4.1.3 System overview (1.3 of the ConOps document)

This subclause briefly states the purpose of the proposed system or subsystem to which the ConOps applies. It describes the general nature of the system, and identifies the project sponsors, user agencies, development organizations, support agencies, certifiers or certifying bodies, and the operating centers or sites that will run the system. It also identifies other documents relevant to the present or proposed system.

A graphical overview of the system is strongly recommended. This can be in the form of a context diagram, a top-level object diagram, or some other type of diagram that depicts the system and its environment.

Documents that might be cited include, but are not limited to: the project authorization, relevant technical documentation, significant correspondence, documents concerning related projects, risk analysis reports, and feasibility studies.

4.2 Referenced documents (Clause 2 of the ConOps document)

This clause lists the document number, title, revision, and date of all documents referenced in the ConOps document. This clause should also identify the source for all documents not available through normal channels.
4.3 Current system or situation (Clause 3 of the ConOps document)

Clause 3 describes the system or situation (either automated or manual) as it currently exists. If there is no current system on which to base changes, this subclause describes the situation that motivates development of the proposed system. In this case, the following subclauses will be tailored as appropriate to describe the motivating situation.

This clause also provides readers with an introduction to the problem domain. This enables readers to better understand the reasons for the desired changes and improvements.

4.3.1 Background, objectives, and scope (3.1 of the ConOps document)

This subclause provides an overview of the current system or situation, including as applicable, background, mission, objectives, and scope. In addition to providing the background for the current system, this subclause should provide a brief summary of the motivation for the current system. Examples of motivations for a system might include automation of certain tasks or countering of certain threat situations. The goals for the current system should also be defined, together with the strategies, solutions, tactics, methods, and techniques used to accomplish them. The modes of operation, classes of users, and interfaces to the operational environment define the scope of the proposed system, which are summarized in this clause and defined in greater detail in subsequent clauses.

4.3.2 Operational policies and constraints (3.2 of the ConOps document)

This subclause describes any operational policies and constraints that apply to the current system or situation. Operational policies are predetermined management decisions regarding the operations of the current system, normally in the form of general statements or understandings that guide decision making activities. Policies limit decision-making freedom but do allow for some discretion. Operational constraints are limitations placed on the operations of the current system. Examples of operational constraints include the following:

- A constraint on the hours of operation of the system, perhaps limited by access to secure terminals
- A constraint on the number of personnel available to operate the system
- A constraint on the computer hardware (for example, must operate on computer X)
- A constraint on the operational facilities, such as office space

4.3.3 Description of the current system or situation (3.3 of the ConOps document)

This subclause will contain the major portion of the description of the current system. It provides a description of the current system or situation, including the following, as appropriate:

a) The operational environment and its characteristics;
b) Major system components and the interconnection among those components;
c) Interfaces to external systems or procedures;
d) Capabilities, functions, and features of the current system;
e) Charts and accompanying descriptions depicting inputs, outputs, data flows, control flows, and manual and automated processes sufficient to understand the current system or situation from the user’s point of view;
f) Cost of system operations;
g) Operational risk factors;
h) Performance characteristics, such as speed, throughput, volume, frequency;
i) Quality attributes, such as: availability, correctness, efficiency, expandability, flexibility, interoperability, maintain-ability, portability, reliability, reusability, supportability, survivability, and usability; and
j) Provisions for safety, security, privacy, integrity, and continuity of operations in emergencies.
Since the purpose of this clause is to describe the current system and how it operates, it is appropriate to use any tools and/or techniques that serve this purpose. It is important that the description of the system be simple enough and clear enough that all intended readers of the document can fully understand it. It is also important to keep in mind that the ConOps document shall be written using the users’ terminology. In most cases, this means avoidance of terminology specific to computers (i.e., “computer jargon”).

Graphical tools should be used wherever possible, especially since ConOps documents should be understandable by several different types of readers. Useful graphical tools include, but are not limited to, work breakdown structures (WBS), N^2 charts, sequence or activity charts, functional flow block diagrams, structure charts, allocation charts, data flow diagrams (DFD), object diagrams, context diagrams, storyboards, and entity-relationship diagrams.

The description of the operational environment should identify, as applicable, the facilities, equipment, computing hardware, software, personnel, and operational procedures used to operate the existing system. This description should be as detailed as necessary to give the readers an understanding of the numbers, versions, capacity, etc., of the operational equipment being used. For example, if the current system contains a database, the capacity of the storage unit(s) should be specified, provided the information exerts an influence on the users’ operational capabilities. Likewise, if the system uses communication links, the capacities of those links should be specified if they exert influence on factors such as user capabilities, response time, or throughput.

Those aspects of safety, security, and privacy that exert influence on the operation or operational environment of the current system should be described.

The author(s) of a ConOps document should organize the information in this subclause as appropriate to the system or situation, as long as a clear description of the existing system is achieved. If parts of the descriptions are voluminous, they can be included in an appendix or incorporated by reference. An example of material that might be included in an appendix would be a data dictionary. An example of material to be included by reference might be a detailed manual of operational policies and procedures for the current system.

4.3.4 Modes of operation for the current system or situation (3.4 in the ConOps document)

This subclause describes the various modes of operation for the current system or situation (e.g., operational, degraded, maintenance, training, emergency, alternate-site, peacetime, wartime, ground-based, flight, active, and idle modes). All of the modes that apply to all classes of users should be included. Important modes to include are degraded, backup, and emergency modes, if such exist. This is especially true if these modes involve different geographical sites and equipment that have significant impacts on the operational aspects of the system.

This subclause can be further divided into lower-level subclauses, one for each mode described. System processes, procedures, and capabilities or functions should be related to each mode, as appropriate, perhaps using a cross-reference matrix.

4.3.5 User classes and other involved personnel (3.5 of the ConOps document)

A user class is distinguished by the ways in which users interact with the system. Factors that distinguish a user class include common responsibilities, skill levels, work activities, and modes of interaction with the system. Different user classes may have distinct operational scenarios for their interactions with the system. In this context, a user is anyone who interacts with the existing system, including operational users, data entry personnel, system operators, operational support personnel, software maintainers, and trainers.

This subclause can be organized further, as follows, if it is helpful in communicating the content.

4.3.5.1 Organizational structure (3.5.1 of the ConOps document)

This subclause describes the existing organizational structures of the various user groups and user classes that are involved with the current system. Organizational charts are useful graphic tools for this purpose.
4.3.5.2 Profiles of user classes (3.5.2 of the ConOps document)

This subclause provides a profile of each user class for the current system. If some users play several roles, each role should be identified as a separate user class.

Each user class for the current system, including operators and maintainers, should be described in a separate subclause. Each of these should provide a description of the user class, including responsibilities, education, background, skill level, activities, and modes of interaction with the current system.

4.3.5.3 Interactions among user classes (3.5.3 of the ConOps document)

This subclause describes interactions among the various user classes involved with the current system. In particular, interactions among user groups, operators, and maintainers should be described. Interactions that occur among the users of the system, and between users and non-users, both within the organization and across organizational boundaries, if they are relevant to the operation of the existing system, should be described. Informal as well as formal interactions should be included.

4.3.5.4 Other involved personnel (3.5.4 of the ConOps document)

This subclause describes other personnel who will not directly interact with the system, but who have an influence on, and are influenced by, the present system. Examples include executive managers, policy makers, and the user’s clients. Although these individuals do not have hands-on interaction with the system, they may significantly influence, and be influenced by, the new or modified system.

4.3.6 Support environment (3.6 of the ConOps document)

This subclause describes the support concepts and support environment for the current system, including the support agency or agencies; facilities; equipment; support software; repair or replacement criteria; maintenance levels and cycles; and storage, distribution, and supply methods.

4.4 Justification for and nature of changes (Clause 4 of the ConOps document)

Clause 4 of the ConOps document describes the shortcomings of the current system or situation that motivate development of a new system or modification of an existing system. This clause provides a transition from Clause 3 of the ConOps, which describes the current system or situation, to Clause 5 of the ConOps, which describes the proposed system. If there is no current system on which to base changes, this subclause should so indicate and provide justification for the features of the new system.

4.4.1 Justification for changes (4.1 of the ConOps document)

This subclause should:

   a) Briefly summarize new or modified aspects of the user needs, missions, objectives, environments, interfaces, personnel, or other factors that require a new or modified system;
   b) Summarize the deficiencies or limitations of the current system or situation that make it unable to respond to new or changed factors; and
   c) Provide justification for a new or modified system.
      1) If the proposed system is to meet a new opportunity, describe the reasons why a new system should be
devolved to meet this opportunity.
      2) If the proposed system improves a current operation, describe the rationale behind the decision to
modify the existing system (e.g., to reduce life cycle costs or improve personnel efficiency).
      3) If the proposed system implements a new functional capability, explain why this function is necessary.
4.4.2 Description of desired changes (4.2 of the ConOps document)

This subclause summarizes new or modified capabilities, functions, processes, interfaces, and other changes needed to respond to the factors identified in 4.1. Changes should be based on the current system described in Clause 3 of the ConOps document. If there is no existing system on which to base changes, this subclause should summarize the capabilities to be provided by a new system. This description should include the following, as appropriate:

a) **Capability changes.** Description of the functions and features to be added, deleted, and modified in order for the new or modified system to meet its objectives and requirements.

b) **System processing changes.** Description of the changes in the process or processes of transforming data that will result in new output with the same data, the same output with new data, or both.

c) **Interface changes.** Description of changes in the system that will cause changes in the interfaces and changes in the interfaces that will cause changes in the system.

d) **Personnel changes.** Description of changes in personnel caused by new requirements, changes in user classes, or both.

e) **Environment changes.** Description of changes in the operational environment that will cause changes in the system functions, processes, interfaces, or personnel and/or changes that should be made in the environment because of changes in the system functions, processes, interfaces, or personnel.

f) **Operational changes.** Description of changes to the user’s operational policies, procedures, methods, or daily work routines caused by the above changes.

g) **Support changes.** Description of changes in the support requirements caused by changes in the system functions, processes, interfaces, or personnel and/or changes in the system functions, processes, interfaces, or personnel caused by changes in the support environment.

h) **Other changes.** Description of other changes that will impact the users, but that do not fit under any of the above categories.

4.4.3 Priorities among changes (4.3 of the ConOps document)

This subclause identifies priorities among the desired changes and new features. Each change should be classified as essential, desirable, or optional. Desirable and optional changes should be prioritized within their classes. If there is no existing system on which to base changes, this subclause should classify and prioritize the features of the proposed system.

a) **Essential features.** Features that shall be provided by the new or modified system. The impacts that would result if the features were not implemented should be explained for each essential feature.

b) **Desirable features.** Features that should be provided by the new or modified system. Desirable features should be prioritized. Reasons why the features are desirable should be explained for each desirable feature.

c) **Optional features.** Features that might be provided by the new or modified system. Optional features should be prioritized. Reasons why the features are optional should be explained for each optional feature.

Classifying the desired changes and new features into essential, desirable, and optional categories is important to guide the decision making process during development of the proposed system. This information is also helpful in cases of budget or schedule cuts or overruns, since it permits determination of which features must be finished, and which ones can be delayed or omitted.

4.4.4 Changes considered but not included (4.4 of the ConOps document)

This subclause identifies changes and new features considered but not included in 4.2 of the ConOps document, and the rationale for not including them. By describing changes and features considered but not included in the proposed system, the authors document the results of their analysis activities. This information can be useful to other personnel involved with system development, whether it be users, buyers, or developers should they want to know if a certain
change or feature was considered, and if so, why it was not included. In software especially, there are few, if any, 
outward signs of what has been changed, improved or is still unsafe or unsecure (e.g., in certain scenarios or 
workarounds).

4.4.5 Assumptions and constraints (4.5 of the ConOps document)

This subclause describes any assumptions or constraints applicable to the changes and new features identified in this 
clause. This should include all assumptions and constraints that will affect users during development and operation of 
the new or modified system. An assumption is a condition that is taken to be true. An example of an assumption is that 
the system workload will double over the next two years, thus a new system with higher performance is required. A 
constraint is an externally imposed limitation placed on the new or modified system or the processes used to develop 
or modify the system. Examples of constraints include external interface requirements, and limits on schedule and 
budget.

4.5 Concepts for the proposed system (Clause 5 of the ConOps document)

This clause describes the proposed system that results from the desired changes specified in Clause 4 of the ConOps 
document. This clause describes the proposed system in a high-level manner, indicating the operational features that 
are to be provided without specifying design details. Methods of description to be used and the level of detail in the 
description will depend on the situation. The level of detail should be sufficient to fully explain how the proposed 
system is envisioned to operate in fulfilling users’ needs and buyer’s requirements.

In some cases, it may be necessary to provide some level of design detail in the ConOps. The ConOps should not 
contain design specifications, but it may contain some examples of typical design strategies, for the purpose of 
clarifying operational details of the proposed system. In the event that actual design constraints need to be included in 
the description of the proposed system, they shall be explicitly identified as required to avoid possible 
misunderstandings.

NOTE — If some of the features of the proposed system are the same as the features of the original system, then the comment “no 
change” should appear after the subclause number and name.

4.5.1 Background, objectives, and scope (5.1 of the ConOps document)

This subclause provides an overview of the new or modified system, including, as applicable, background, mission, 
objectives, and scope. In addition to providing the background for the proposed system, this subclause should provide 
a brief summary of the motivation for the system. Examples of motivations for a system might include automation of 
certain tasks or taking advantage of new opportunities. The goals for the new or modified system should also be 
declared, together with the strategies, solutions, tactics, methods, and techniques proposed to achieve those goals. The 
behaviors of operation, classes of users, and interfaces to the operational environment define the scope of the proposed 
system, which are summarized in this subclause and defined in greater detail in subsequent subclauses.

4.5.2 Operational policies and constraints (5.2 of the ConOps document)

This subclause describes operational policies and constraints that apply to the proposed system. Operational policies 
are predetermined management decisions regarding the operation of the new or modified system, normally in the form 
of general statements or understandings that guide decision-making activities. Policies limit decision-making 
freedom, but do allow for some discretion. Operational constraints are limitations placed on the operations of the 
proposed system. Examples of operational constraints include the following:

— A constraint on the hours of operations of the system, perhaps limited by access to secure terminals;
— A limiting constraint on the number of personnel available to operate the system;
— A limiting constraint on the computer hardware (e.g., must operate on computer X); and
— A limiting constraint on the operational facilities, such as office space.
4.5.3 Description of the proposed system (5.3 of the ConOps document)

This subclause will contain the major portion of the description of the proposed system. It provides a description of the proposed system, including the following, as appropriate:

a) The operational environment and its characteristics;
b) Major system components and the interconnections among these components;
c) Interfaces to external systems or procedures;
d) Capabilities or functions of the proposed system;
e) Charts and accompanying descriptions depicting inputs, outputs, data flow, and manual and automated processes sufficient to understand the proposed system or situation from the user’s point of view;
f) Cost of systems operations;
g) Operational risk factors;
h) Performance characteristics, such as speed, throughput, volume, frequency;
i) Quality attributes, such as: reliability, availability, correctness, efficiency, expandability, flexibility, interoperability, maintainability, portability, reusability, supportability, survivability, and usability; and
j) Provisions for safety, security, privacy, integrity, and continuity of operations in emergencies.

Since the purpose of this subclause is to describe the proposed system and how it should operate, it is appropriate to use any tools and/or techniques that serve that purpose. It is important that the description of the system be simple enough and clear enough that all intended readers of the document can fully understand it. It is important to keep in mind that the ConOps shall be written in the user’s language. In most cases, this means avoidance of terminology specific to computers—in other words, “computer jargon.”

Graphics and pictorial tools should be used wherever possible, especially since ConOps documents should be understandable be several different types of readers. Useful graphical tools include, but are not limited to, WBS, N² charts, sequence or activity charts, functional flow block diagrams, structure charts, allocation charts, DFDs, object diagrams, storyboards, and entity relationship diagrams.

The description of the operational environment should identify, as applicable, the facilities, equipment, computing hardware, software, personnel, and operational procedures needed to operate the proposed system. This description should be as detailed as necessary to give the readers an understanding of the numbers, versions, capacity, etc., of the operational equipment to be used. For example, if the proposed system contains a database, the capacity of the storage units should be specified, provided that information influences the users’ operational capabilities. Likewise, if the system uses communication links, then the capacities of those links should be specified if they exert influence on user capabilities or response time.

Those aspects of safety, security, and privacy that exert influence on the operation or operational environment of the proposed system should be described.

The author(s) of a ConOps document should organize the information in this subclause as appropriate to the system or situation, as long as a clear description of the proposed system is achieved. If parts of the description are voluminous, they can be included in an appendix or incorporated by reference. An example of material that might be included in an appendix would be a data dictionary. An example of material to be included by reference might be a detailed manual of operation policies and procedures for the proposed system.
4.5.4 Modes of operation (5.4 of the ConOps document)

This subclause describes the various modes of operation for the proposes system (for example, regular, degraded, maintenance, training, emergency, alternate-site, peacetime, wartime, ground-based, flight, active, and idle modes). Include all of the modes that apply to all user classes. Important modes to include are degraded, backup, and emergency modes, if such exist. This is especially true if these modes involve different geographical sites and equipment that have significant impacts on the system.

This subclause can be further divided into lower-level subclauses, one for each mode described. System processes, procedures, and capabilities or functions should be related to each mode.

4.5.5 User classes and other involved personnel (5.5 of the ConOps document)

A user class is distinguished by the ways in which the users interact with the system. Factors that distinguish a user class include responsibilities, skill level, work activities, and mode of interaction with the system. Different user classes may have distinct operational scenarios for their interactions with the system. In this context, a user is anyone who will interact with the proposed system, including operational users, data entry personnel, system operators, operational support personnel, software maintainers, and trainers.

This subclause can be further divided into lower-level subclauses if it is helpful in communicating the content.

4.5.5.1 Organizational structure (5.5.1 of the ConOps document)

This subclause describes the organizational structures of the various user groups and user classes that will be involved with the proposed system. Organizational charts are useful graphic tools for this purpose.

4.5.5.2 Profiles of user classes (5.5.2 of the ConOps document)

This subclause provides a profile of each user class for the proposed system. If some users play several roles, each role should be identified as a separate user class.

Each user class for the proposed system, including operators and maintainers, should be described in a separate subclause. Each subclause should provide a description of the user class, including responsibilities, education, background, skill level, activities, and envisioned modes of interaction with the proposed system.

4.5.5.3 Interactions among user classes (5.5.3 of the ConOps document)

This subclause describes interactions among the various user classes that may be involved with the proposed system. In particular, interaction among user groups, operators, and maintainers should be described. Interactions that will occur among the users of the proposed system, and between users and non-users, both within the organization and across interfacing organizations, if they are relevant to the operation of the proposed system, should be described. Informal as well as formal interactions should be included.

4.5.5.4 Other involved personnel (5.5.4 of the ConOps document)

This subclause describes other personnel who will not directly interact with the system, but who have an influence on, and are influenced by, the present system. Examples include executive managers, policy makers, and the user’s clients. Although these individuals do not have hands-on interaction with the system, they may significantly influence and be influenced by, the new or modified system.
4.5.6 Support environment (5.6 of the ConOps document)

This subclause describes the support concepts and support environment for the proposed system, including the support agency or agencies; facilities; equipment; support software; repair or replacement criteria; maintenance levels and cycles; and storage, distribution, and supply methods.

4.6 Operational scenarios (Clause 6 of the ConOps document)

A scenario is a step-by-step description of how the proposed system should operate and interact with its users and its external interfaces under a given set of circumstances. Scenarios should be described in a manner that will allow readers to walk through them and gain an understanding of how all the various parts of the proposed system function and interact. The scenarios tie together all parts of the system, the users, and other entities by describing how they interact. Scenarios may also be used to describe what the system should not do.

Scenarios should be organized into clauses and subclauses, each describing an operational sequence that illustrates the roles of the system, its interactions with users, and interactions with other systems. Operational scenarios should be described for all operational modes and all classes of users identified for the proposed system. Each scenario should include events, actions, stimuli, information, and interactions as appropriate to provide a comprehensive understanding of the operational aspects of the proposed system. Prototypes, storyboards, and other media, such as video or hypermedia presentations, may be used to provide part of this information.

In most cases, it will be necessary to develop several variations of each scenario, including one for normal operation, one for stress load handling, one for exception handling, one for degraded mode operation, etc.

Scenarios play several important roles. The first is to bind together all of the individual parts of a system into a comprehensible whole. Scenarios help the readers of a ConOps document understand how all the pieces interact to provide operational capabilities. The second role of scenarios is to provide readers with operational details for the proposed system; this enables them to understand the users’ roles, how the system should operate, and the various operational features to be provided.

Scenarios can also support the development of simulation models that help in the definition and allocation of derived requirements, identification, and preparation of prototypes to address key issues.

In addition, scenarios can serve as the basis for the first draft of the users’ manual, and as the basis for developing acceptance test plans. The scenarios are also useful for the buyer and the developer to verify that the system design will satisfy the users’ needs and expectations.

Scenarios can be presented in several different ways. One approach is to specify scenarios for each major processing function of the proposed system. Using this approach, this clause would contain one subclause for each process. Each subclause would then contain several more lower-level subclauses, one for each scenario supported by that process. An alternative approach is to develop thread-based scenarios, where each scenario follows one type of transaction type through the proposed system. In this case, each subclause would contain one scenario for each interaction type, plus scenarios for degraded, stress loaded, and back-up modes of operation. Other alternatives include following the information flow through the system for each user capability, following the control flows, or focusing on the objects and events in the system.

Scenarios are an important component of a ConOps, and should therefore receive substantial emphasis. The number of scenarios and level of detail specified will be proportional to the perceived risk and the criticality of the project.
4.7 Summary of impacts (Clause 7 of the ConOps document)

This clause describes the operational impacts of the proposed system on the users, the developers, and the support and maintenance organizations. It also describes the temporary impacts on users, buyers, developers, and the support and maintenance organizations during the period of time when the new system is being developed, installed, or trained on.

This information is provided in order to allow all affected organizations to prepare for the changes that will be brought about by the new system and to allow for planning of the impacts on the buyer agency or agencies, user groups, and the support maintenance organizations during the development of, and transition to the new system.

4.7.1 Operational impacts (7.1 of the ConOps document)

This subclause should be further divided into lower-level subclauses to describe the anticipated operational impacts on the user, development, and support or maintenance agency or agencies during operation of the proposed system. These impacts may include the following:

— Interfaces with primary or alternate computer operating centers;
— Changes in procedure;
— Use of new data sources;
— Changes in quantity, type, and timing of data to be input into the system;
— Changes in data retention requirements;
— New modes of operation based on emergency, disaster, or accident conditions;
— New methods for providing input data if the required data are not readily available;
— Changes in operational budget; and
— Changes in operational risks.

4.7.2 Organizational impacts (7.2 of the ConOps document)

This subclause should be further divided into lower-level subclauses to describe the anticipated operational impacts on the user, development, and support or maintenance agency or agencies during operation of the proposed system. These impacts may include the following:

— Modification of responsibilities; responsibilities;
— Addition or elimination of job positions; positions;
— Training or retraining users; users;
— Changes in numbers, skill levels, position identifiers, or locations of personnel; personnel; and
— Numbers and skill levels of personnel needed for contingency operation at one or more alternate sites following an emergency, disaster, or accident.

4.7.3 Impacts during development (7.3 of the ConOps document)

This subclause should be further divided into lower-level subclauses that describe the anticipated impacts on the user, development, and support or maintenance agency or agencies during the development project for the proposed system. These impacts may include the following:

— Involvement in studies, meetings, and discussions prior to award of the contract;
— User and support involvement in reviews and demonstrations, evaluation of initial operating capabilities and evolving versions of the system, development or modification of databases, and required training;
— Parallel operation of the new and existing systems; and
— Operational impacts during system testing of the proposed system.
4.8 Analysis of the proposed system (Clause 8 of the ConOps document)

This clause provides an analysis of the benefits, limitations, advantages, disadvantages, and alternatives and trade-offs considered for the proposed system.

4.8.1 Summary of improvements (8.1 of the ConOps document)

This subclause provides a qualitative (and to the extent possible, quantitative) summary of the benefits to be provided by the proposed system. This summary should include the below items, as applicable. In each case, the benefits should be related to deficiencies identified in 4.1 of the ConOps.

- New capabilities. Additional new features or functionality.
- Enhanced capabilities. Upgrades to existing capabilities.
- Deleted capabilities. Unused, obsolete, confusing, or dangerous capabilities removed.
- Improved performance. Better response time, reduced storage requirements, improved quality, etc.

4.8.2 Disadvantages and limitations (8.2 of the ConOps document)

This subclause provides a qualitative (and to the extent possible, quantitative) summary of the disadvantages and/or limitations of the proposed system. Disadvantages might include the need to retrain personnel, rearrange work spaces, or change to a new style of user interface; limitations might include features desired by users but not included, degradation of existing capabilities to gain new capabilities, or greater-than-desired response time for certain complex operations.

4.8.3 Alternatives and trade-offs considered (8.3 of the ConOps document)

This subclause should describe major alternatives considered, the trade-offs among them, and rationale for the decisions reached. In the context of a ConOps document, alternatives are operational alternatives and not design alternatives, except to the extent that designs alternatives may be limited by the operational capabilities desired in the new system. This information can be useful to determine, now and at later times, whether a given approach was analyzed and evaluated, or why a particular approach or solution was rejected. This information would probably be lost if not recorded.

4.9 Notes (Clause 9 on the ConOps document)

This clause should contain any additional information that will aid understanding of a particular ConOps document. This clause should include an alphabetical listing of all acronyms and abbreviations, along with their meanings as used in this document, and a list of any terms and definitions needed to understand the document.

4.10 Appendices (Appendices of the ConOps document)

To facilitate ease of use and maintenance of the ConOps document, some information may be placed in appendices to the document. Charts and classified data are typical examples. Each appendix should be referenced in the main body of the document where that information would normally have been provided. Appendices may be bound as separate documents for easier handling.

4.11 Glossary (Glossary of the ConOps document)

The inclusion of a clear and concise definition of terms used in the ConOps document (but that may be unfamiliar to readers of the ConOps document) is very important. A glossary should be maintained and updated during the processes of concept analysis and development of the ConOps document. To avoid unnecessary work due to misinterpretations, all definitions should be reviewed and agreed upon by all involved parties.
Annex A

IEEE/EIA 12207.1-1997 Compliance Statement

(Informative)

A.1 Overview

The Software Engineering Standards Committee (SESC) of the IEEE Computer Society has endorsed the policy of adopting international standards. In 1995, the international standard, ISO/IEC 12207, Information technology—Software life cycle processes, was completed. That standard establishes a common framework for software life cycle processes, with well-defined terminology, that can be referenced by the software industry.

In 1995 SESC evaluated ISO/IEC 12207 and decided that the standard should be adopted and serve as the basis for life cycle processes within the IEEE Software Engineering Collection. The IEEE adaptation of ISO/IEC 12207 is IEEE/EIA 12207.0-1996. It contains ISO/IEC 12207 and the following additions: improved compliance approach, life cycle process objectives, life cycle data objectives, and errata.

The implementation of ISO/IEC 12207 within the IEEE also includes the following:

- IEEE/EIA 12207.2-1997, IEEE/EIA Guide for Information Technology—Software life cycle processes—Implementation considerations; and
- Additions to 11 existing SESD standards (i.e., IEEE Stds 730, 828, 829, 830, 1012, 1016, 1058, 1062, 1219, 1233, and 1362) to define the correlation between the data produced by existing SESD standards and the data produced by the application of IEEE/EIA 12207.1-1997.

NOTE — Although IEEE/EIA 12207.1-1997 is a guide, it also contains provisions for application as a standard with specific compliance requirements. This annex treats IEEE/EIA 12207.1-1997 as a standard.

In order to achieve compliance with both this standard and IEEE/EIA 12207.1-1997, it is essential that the user review and satisfy the data requirements for both standards.

When this standard is directly referenced, the precedence for conformance is based upon this standard alone. When this standard is referenced with the IEEE/EIA 12207.x standard series, the precedence for conformance is based upon the directly referenced IEEE/EIA 12207.x standard, unless there is a statement that this standard has precedence.

A.1.1 Scope and purpose

Both this standard and IEEE/EIA 12207.1-1997 place requirements on a ConOps document. The purpose of this annex is to explain the relationship between the two sets of requirements so that users producing documents intended to comply with both standards may do so.
A.2 Correlation

This clause explains the relationship between this standard and IEEE/EIA 12207.0-1996 in the following areas: terminology, process, and life cycle data.

A.2.1 Terminology correlation

Both this standard and IEEE/EIA 12207.0-1996 have similar semantics for the key terms of change, constraints, environment, modes of operation, policy, and system.

A.2.2 Process correlation

This standard places no requirements on process.

A.2.3 Life cycle data correlation and concept of operations documents

The information required in a ConOps document by this standard and the information required in a ConOps document by IEEE/EIA 12207.1-1997 are similar. It is reasonable to expect that a single document could comply with both standards. Both documents use a process-oriented context to describe the content of a ConOps document.

A.2.4 Life cycle data correlation between other data in IEEE/EIA 12207.1-1997 and this standard

This subclause correlates the life cycle data other than a ConOps document between IEEE/EIA 12207.1-1997 and this standard. It provides information to users of both standards.

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>System architecture and requirements allocation description</td>
<td>5.3.3.1, 5.3.3.2</td>
<td>Description</td>
<td>6.25</td>
<td>4.5.3</td>
</tr>
</tbody>
</table>

A.3 Document compliance

This clause provides details bearing on a claim that a ConOps document complying with this standard would also achieve “document compliance” with the ConOps document described in IEEE/EIA 12207.1-1997. The requirements for document compliance are summarized in a single row of Table 1 of IEEE/EIA 12207.1-1997. That row is reproduced in Table A.2.
Table A-2—Summary of requirements for a ConOps document excerpted from
Table 1 of IEEE/EIA Std 12207.1-1997.

<table>
<thead>
<tr>
<th>Information item(s)</th>
<th>IEEE/EIA 12207.0-1996 subclause</th>
<th>Kind</th>
<th>IEEE/EIA 12207.1-1997 subclause</th>
<th>References</th>
</tr>
</thead>
</table>
| ConOps              | 5.1.1.1                          | Description | 6.3                     | IEEE Std 1362-1998  
EIA/EIA J-STD-016, F.2.1  
Also see the following for guidance on the use of notations:  
ISO 5806: 1984  
ISO 5807: 1985  
ISO 8631: 1989  
ISO 8790: 1987  
ISO 11411: 1995 |

The requirements for document compliance are discussed in the following subclauses:

— A.3.1 discusses compliance with the information requirements noted in column 2 of Table A.2 as prescribed by Clause 5.1.1.1 of IEEE/EIA 12207.0-1996.

— A.3.2 discusses compliance with the generic content guideline (the “kind” of document) noted in column 3 of Table A.2 as a “description.” The generic content guidelines for a “description” appear in 5.1 of IEEE/EIA 12207.1-1997.

— A.3.3 discusses compliance with the specific requirements for a ConOps document noted in column 4 of Table A.2 as prescribed by 6.3 of IEEE/EIA 12207.1-1997.


A.3.1 Compliance with information requirements of IEEE/EIA 12207.0-1996

The information requirements for a ConOps document are those prescribed by 5.1.1.1 of IEEE/EIA 12207.0-1996. In this case, those requirements are substantially identical with those considered in A.3.3 of this standard.

A.3.2 Compliance with generic content guidelines of IEEE/EIA 12207.1-1997

The generic content guidelines for a “description” in IEEE/EIA 12207.1-1997 are prescribed by 5.1 of IEEE/EIA 12207.1-1997. A complying description shall achieve the purpose stated in 5.1.1 and include the information listed in 5.1.2 of IEEE/EIA 12207.1-1997.

The purpose of a description is:

IEEE/EIA 12207.1-1997, subclause 5.1.1: Purpose: Describe a planned or actual function, design, performance, or process.

A ConOps document complying with this standard would achieve the stated purpose.

Any description complying with IEEE/EIA 12207.1-1997 shall satisfy the generic content requirements provided in 5.1.2 of that standard. Table A.3 of this standard lists the generic content items and, where appropriate, references the subclause of this standard that requires the same information. The third column lists information that shall be added in order to comply with the generic content requirements.
<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>a) Date of issue and status</td>
<td>—</td>
<td>Date of issue and status should be provided in the Revision Chart or as an additional clause after the Glossary, Configuration management.</td>
</tr>
<tr>
<td>b) Scope</td>
<td>4.1 Scope (Clause 1 of the ConOps document)</td>
<td>—</td>
</tr>
<tr>
<td>c) Issuing organization</td>
<td>—</td>
<td>Issuing organization should be identified and referenced in the Revision Chart or as an additional clause after the Glossary, Configuration management.</td>
</tr>
<tr>
<td>d) References</td>
<td>4.2 Referenced documents (Clause 2 of the ConOps document)</td>
<td>—</td>
</tr>
<tr>
<td>e) Context</td>
<td>4.3 Current system or situation (Clause 3 of the ConOps document)</td>
<td>—</td>
</tr>
<tr>
<td>f) Notation for description</td>
<td>—</td>
<td>The definition of, or appropriate references to a definition of, the notation used for the system overview graphics should be included in 1.3 of the ConOps document if the system graphics are included.</td>
</tr>
<tr>
<td>g) Body</td>
<td>4.4 Justification for and nature of changes (Clause 4 of the ConOps document) 4.5 Concepts for the proposed system (Clause 5 of the ConOps document) 4.6 Operational scenarios (Clause 6 of the ConOps document) 4.7 Summary of impacts (Clause 7 of the ConOps document)</td>
<td>—</td>
</tr>
<tr>
<td>h) Summary</td>
<td>4.8 Analysis of the proposed system (Clause 8 of the ConOps document)</td>
<td>—</td>
</tr>
<tr>
<td>i) Glossary</td>
<td>4.11 Glossary (Glossary of the ConOps document)</td>
<td>—</td>
</tr>
<tr>
<td>j) Change history</td>
<td>—</td>
<td>Change history for the ConOps document should be provided or referenced in an additional clause after the Glossary, Configuration management.</td>
</tr>
</tbody>
</table>

### A.3.3 Compliance with specific content requirements of IEEE/EIA 12207.1-1997

The specific content requirements for a ConOps document in IEEE/EIA 12207.1-1997 are prescribed by 6.3 of IEEE/EIA 12207.1-1997. A complying ConOps document shall achieve the purpose stated in 6.3.1 and include the information listed in 6.3.3 of IEEE/EIA 12207.1-1997.

The purpose of the ConOps document is:

IEEE/EIA 12207.1-1997, subclause 6.3.1: Purpose: Describe, in users’ terminology, how the system should operate to meet the users’ needs for the system.

A ConOps document complying with IEEE/EIA 12207.1-1997 shall satisfy the specific content requirements provided in 6.3.3 of that standard. Table A.4 of this standard lists the specific content items and, where appropriate, references the subclause of this standard that requires the same information. The third column lists information that shall be added in order to comply with the specific content requirements.
Table A-4—Coverage of specific ConOps document requirements by requirements by ConOps document listed in IEEE Std 1362-1998

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>a) Generic description information</td>
<td>4.1 Scope (Clause 1 of the ConOps document)</td>
<td>See Table A.2</td>
</tr>
<tr>
<td>b) Description of current situation or system</td>
<td>4.3 Current system or situation (Clause 3 of the ConOps document)</td>
<td>—</td>
</tr>
<tr>
<td>c) Justification for and nature of changes</td>
<td>4.4 Justification for and nature of changes (Clause 4 of the ConOps document)</td>
<td>—</td>
</tr>
<tr>
<td>d) Concepts of the proposed system</td>
<td>4.5 Concepts for the proposed system (Clause 5 of the ConOps document)</td>
<td>—</td>
</tr>
<tr>
<td>e) Operational scenarios</td>
<td>4.6 Operational scenarios (Clause 6 of the ConOps document)</td>
<td>—</td>
</tr>
<tr>
<td>f) Summary of impacts</td>
<td>4.7 Summary of impacts (Clause 7 of the ConOps document)</td>
<td>—</td>
</tr>
<tr>
<td>g) Analysis of the proposed system</td>
<td>4.8 Analysis of the proposed system (Clause 8 of the ConOps document)</td>
<td>—</td>
</tr>
</tbody>
</table>
| h) Priorities, assumptions, constraints, advantages, limitations, alternatives, and trade-offs considered | 4.8.1 Summary of improvements  
4.8.2 Disadvantages and limitations  
4.8.3 Alternatives and tradeoffs considered | —                                             |

A.3.4 Compliance with life cycle data characteristics

In addition to the content requirenents, life cycle data shall be managed in accordance with the objectives provided in Annex H of IEEE/EIA 12207.0-1996.

NOTE — The information items covered by this standard include plans and provisions for creating software life cycle data related to the basic types “requirements data” and “user data” in H.4 of IEEE/EIA 12207.0-1996. Requirements data provides for the following: expected functionality, operational context, performance constraints and expectations, basis for qualification testing, and key decision rationale. User data provides the following: software overview, system access information, commands and responses, error messages, operational environment, and key decision rationale.

A.4 Conclusion

The analysis suggests that any ConOps document complying with this standard and the additions shown in Table A.3 and Table A.4 will comply with the requirements of a ConOps document in IEEE/EIA 12207.1-1997. In addition, to comply with IEEE/EIA 12207.1-1997, any document shall support the life cycle data objectives of Annex H of IEEE/EIA 12207.0-1996.